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49 CFR Ch. XII (10–1–07 Edition) § 1540.107 

§ 1540.107 Submission to screening 
and inspection. 

No individual may enter a sterile 
area or board an aircraft without sub-
mitting to the screening and inspection 
of his or her person and accessible 
property in accordance with the proce-
dures being applied to control access to 
that area or aircraft under this sub-
chapter. 

[67 FR 41639, June 19, 2002] 

§ 1540.109 Prohibition against inter-
ference with screening personnel. 

No person may interfere with, as-
sault, threaten, or intimidate screen-
ing personnel in the performance of 
their screening duties under this sub-
chapter. 

§ 1540.111 Carriage of weapons, explo-
sives, and incendiaries by individ-
uals. 

(a) On an individual’s person or acces-
sible property—prohibitions. Except as 
provided in paragraph (b) of this sec-
tion, an individual may not have a 
weapon, explosive, or incendiary, on or 
about the individual’s person or acces-
sible property— 

(1) When performance has begun of 
the inspection of the individual’s per-
son or accessible property before enter-
ing a sterile area, or before boarding an 
aircraft for which screening is con-
ducted under this subchapter; 

(2) When the individual is entering or 
in a sterile area; or 

(3) When the individual is attempting 
to board or onboard an aircraft for 
which screening is conducted under 
§§ 1544.201, 1546.201, or 1562.23 of this 
chapter. 

(b) On an individual’s person or acces-
sible property—permitted carriage of a 
weapon. Paragraph (a) of this section 
does not apply as to carriage of fire-
arms and other weapons if the indi-
vidual is one of the following: 

(1) Law enforcement personnel re-
quired to carry a firearm or other 
weapons while in the performance of 
law enforcement duty at the airport. 

(2) An individual authorized to carry 
a weapon in accordance with §§ 1544.219, 
1544.221, 1544.223, 1546.211, or subpart B 
of part 1562 of this chapter. 

(3) An individual authorized to carry 
a weapon in a sterile area under a secu-
rity program. 

(c) In checked baggage. A passenger 
may not transport or offer for trans-
port in checked baggage or in baggage 
carried in an inaccessible cargo hold 
under § 1562.23 of this chapter: 

(1) Any loaded firearm(s). 
(2) Any unloaded firearm(s) unless— 
(i) The passenger declares to the air-

craft operator, either orally or in writ-
ing, before checking the baggage, that 
the passenger has a firearm in his or 
her bag and that it is unloaded; 

(ii) The firearm is unloaded; 
(iii) The firearm is carried in a hard- 

sided container; and 
(iv) The container in which it is car-

ried is locked, and only the passenger 
retains the key or combination. 

(3) Any unauthorized explosive or in-
cendiary. 

(d) Ammunition. This section does not 
prohibit the carriage of ammunition in 
checked baggage or in the same con-
tainer as a firearm. Title 49 CFR part 
175 provides additional requirements 
governing carriage of ammunition on 
aircraft. 

[67 FR 8353, Feb. 22, 2002, as amended at 67 
FR 41639, June 19, 2002; 70 FR 41600, July 19, 
2005; 71 FR 30507, May 26, 2006] 

§ 1540.113 Inspection of airman certifi-
cate. 

Each individual who holds an airman 
certificate, medical certificate, author-
ization, or license issued by the FAA 
must present it for inspection upon a 
request from TSA. 

§ 1540.115 Threat assessments regard-
ing citizens of the United States 
holding or applying for FAA certifi-
cates, ratings, or authorizations. 

(a) Applicability. This section applies 
when TSA has determined that an indi-
vidual who is a United States citizen 
and who holds, or is applying for, an 
airman certificate, rating, or author-
ization issued by the Administrator, 
poses a security threat. 

(b) Definitions. The following terms 
apply in this section: 

Administrator means the Adminis-
trator of the Transportation Security 
Administration. 
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Transportation Security Administration, DHS § 1540.115 

Assistant Administrator means the As-
sistant Administrator for Intelligence 
for TSA. 

Date of service means— 
(1) The date of personal delivery in 

the case of personal service; 
(2) The mailing date shown on the 

certificate of service; 
(3) The date shown on the postmark 

if there is no certificate of service; or 
(4) Another mailing date shown by 

other evidence if there is no certificate 
of service or postmark. 

Deputy Administrator means the offi-
cer next in rank below the Adminis-
trator. 

FAA Administrator means the Admin-
istrator of the Federal Aviation Ad-
ministration. 

Individual means an individual whom 
TSA determines poses a security 
threat. 

(c) Security threat. An individual 
poses a security threat when the indi-
vidual is suspected of posing, or is 
known to pose— 

(1) A threat to transportation or na-
tional security; 

(2) A threat of air piracy or ter-
rorism; 

(3) A threat to airline or passenger 
security; or 

(4) A threat to civil aviation secu-
rity. 

(d) Representation by counsel. The in-
dividual may, if he or she so chooses, 
be represented by counsel at his or her 
own expense. 

(e) Initial Notification of Threat Assess-
ment—(1) Issuance. If the Assistant Ad-
ministrator determines that an indi-
vidual poses a security threat, the As-
sistant Administrator serves upon the 
individual an Initial Notification of 
Threat Assessment and serves the de-
termination upon the FAA Adminis-
trator. The Initial Notification in-
cludes— 

(i) A statement that the Assistant 
Administrator personally has reviewed 
the materials upon which the Initial 
Notification was based; and 

(ii) A statement that the Assistant 
Administrator has determined that the 
individual poses a security threat. 

(2) Request for Materials. Not later 
than 15 calendar days after the date of 
service of the Initial Notification, the 
individual may serve a written request 

for copies of the releasable materials 
upon which the Initial Notification was 
based. 

(3) TSA response. Not later than 30 
calendar days, or such longer period as 
TSA may determine for good cause, 
after receiving the individual’s request 
for copies of the releasable materials 
upon which the Initial Notification was 
based, TSA serves a response. TSA will 
not include in its response any classi-
fied information or other information 
described in paragraph (g) of this sec-
tion. 

(4) Reply. The individual may serve 
upon TSA a written reply to the Initial 
Notification of Threat Assessment not 
later than 15 calendar days after the 
date of service of the Initial Notifica-
tion, or the date of service of TSA’s re-
sponse to the individual’s request 
under paragraph (e)(2) if such a request 
was served. The reply may include any 
information that the individual be-
lieves TSA should consider in review-
ing the basis for the Initial Notifica-
tion. 

(5) TSA final determination. Not later 
than 30 calendar days, or such longer 
period as TSA may determine for good 
cause, after TSA receives the individ-
ual’s reply, TSA serves a final deter-
mination in accordance with paragraph 
(f) of this section. 

(f) Final Notification of Threat Assess-
ment—(1) In general. The Deputy Ad-
ministrator reviews the Initial Notifi-
cation, the materials upon which the 
Initial Notification was based, the indi-
vidual’s reply, if any, and any other 
materials or information available to 
him. 

(2) Review and Issuance of Final Notifi-
cation. If the Deputy Administrator de-
termines that the individual poses a se-
curity threat, the Administrator re-
views the Initial Notification, the ma-
terials upon which the Initial Notifica-
tion was based, the individual’s reply, 
if any, and any other materials or in-
formation available to him. If the Ad-
ministrator determines that the indi-
vidual poses a security threat, the Ad-
ministrator serves upon the individual 
a Final Notification of Threat Assess-
ment and serves the determination 
upon the FAA Administrator. The 
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Final Notification includes a state-
ment that the Administrator person-
ally has reviewed the Initial Notifica-
tion, the individual’s reply, if any, and 
any other materials or information 
available to him, and has determined 
that the individual poses a security 
threat. 

(3) Withdrawal of Initial Notification. If 
the Deputy Administrator does not de-
termine that the individual poses a se-
curity threat, or upon review, the Ad-
ministrator does not determine that 
the individual poses a security threat, 
TSA serves upon the individual a With-
drawal of the Initial Notification and 
provides a copy of the Withdrawal to 
the FAA Administrator. 

(g) Nondisclosure of certain informa-
tion. In connection with the procedures 
under this section, TSA does not dis-
close to the individual classified infor-
mation, as defined in Executive Order 
12968 section 1.1(d), and reserves the 
right not to disclose any other infor-
mation or material not warranting dis-
closure or protected from disclosure 
under law. 

[68 FR 3761, Jan. 24, 2003, as amended at 68 
FR 49721, Aug. 19, 2003] 

§ 1540.117 Threat assessments regard-
ing aliens holding or applying for 
FAA certificates, ratings, or author-
izations. 

(a) Applicability. This section applies 
when TSA has determined that an indi-
vidual who is not a citizen of the 
United States and who holds, or is ap-
plying for, an airman certificate, rat-
ing, or authorization issued by the 
FAA Administrator, poses a security 
threat. 

(b) Definitions. The following terms 
apply in this section: 

Assistant Administrator means the As-
sistant Administrator for Intelligence 
for TSA. 

Date of service means— 
(1) The date of personal delivery in 

the case of personal service; 
(2) The mailing date shown on the 

certificate of service; 
(3) The date shown on the postmark 

if there is no certificate of service; or 
(4) Another mailing date shown by 

other evidence if there is no certificate 
of service or postmark. 

Deputy Administrator means the offi-
cer next in rank below the Adminis-
trator. 

FAA Administrator means the Admin-
istrator of the Federal Aviation Ad-
ministration. 

Individual means an individual whom 
TSA determines poses a security 
threat. 

(c) Security threat. An individual 
poses a security threat when the indi-
vidual is suspected of posing, or is 
known to pose— 

(1) A threat to transportation or na-
tional security; 

(2) A threat of air piracy or ter-
rorism; 

(3) A threat to airline or passenger 
security; or 

(4) A threat to civil aviation secu-
rity. 

(d) Representation by counsel. The in-
dividual may, if he or she so chooses, 
be represented by counsel at his or her 
own expense. 

(e) Initial Notification of Threat Assess-
ment—(1) Issuance. If the Assistant Ad-
ministrator determines that an indi-
vidual poses a security threat, the As-
sistant Administrator serves upon the 
individual an Initial Notification of 
Threat Assessment and serves the de-
termination upon the FAA Adminis-
trator. The Initial Notification in-
cludes— 

(i) A statement that the Assistant 
Administrator personally has reviewed 
the materials upon which the Initial 
Notification was based; and 

(ii) A statement that the Assistant 
Administrator has determined that the 
individual poses a security threat. 

(2) Request for materials. Not later 
than 15 calendar days after the date of 
service of the Initial Notification, the 
individual may serve a written request 
for copies of the releasable materials 
upon which the Initial Notification was 
based. 

(3) TSA response. Not later than 30 
calendar days, or such longer period as 
TSA may determine for good cause, 
after receiving the individual’s request 
for copies of the releasable materials 
upon which the Initial Notification was 
based, TSA serves a response. TSA will 
not include in its response any classi-
fied information or other information 
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